Yetkilendirme Servisi ile uygulamalarınızdaki yetki yönetimini kullanıcı bazlı, rol bazlı, url bazlı ve operasyon (CRUD) bazlı olarak kolayca ve detaylı bir şekilde yönetin. Hazırlayacağınız şablonlar ile yetkilendirme süreçlerinizi minimize edin.

**KULLANIM SENARYOLARI**

* Uygulamalarınızı Yetkilendirme Servisi’ne entegre ederek kullanın.
* Uygulamanıza özel yetkilerinizi api yoluyla veya arayüzden hızlıca kaydedin ve erişmesini istediğiniz kullanıcılara bu yetkileri vererek yetkilendirme mekanizması kurun.
* Uygulama yetkilerinizi rollerle ilişkilendirerek rol bazlı yetkilendirme işlemlerini uygulayın.
* Farklı bölgelere özel yetkilendirme kapsamlarını yönetin.

**ÖZELLİKLER**

* **Uygulamalara özel yetkileri yönetin**

Uygulamalarınıza özel yetki kodları belirleyerek erişim haklarını yönetin.

* **Yetkileri kullanıcılara atayın**

Uygulamalar için tanımlanan yetkileri kullanıcılara doğrudan atayın ve kullanıcılarınızı yetkilendirin.

* **Uygulama rollerinizi kolayca yönetin**

Uygulamanıza özel roller tanımlayarak yetkilerini belirleyin. Kullanıcılarınıza roller atayın ve yetkilerinizi roller üzerinden kolayca yönetin. Rol bazlı yetkilendirmenin avantajlarından yararlanın.

* **Rol grupları ile rollerinizi kategorize edin**

Tanımlanan rolleri uygulama ihtiyaçlarına göre gruplayın ve kolayca yönetin.

* **Rol grup şablonu yaratın**

Yetki süreçlerini çok daha kolay yönetebilmek için yetkilere bağlı rol grup şablonları oluşturun ve bu şablonu tüm hesaplarınızda kullanın.

* **İş grupları oluşturun ve yetkilerinizi belirleyin**

Uygulamanızın kullanıcı gruplarına göre tanımlanan erişim hakları ile özel iş grupları oluşturun ve yetkilerini iş gruplarına göre kolayca yönetin.

* **İş grubu yöneticilerini belirleyin**

Belirlenen iş gruplarına yöneticiler atayarak, her iş grubu yöneticisini kendi iş grubuna bağlı uygulamaların yetkilerini kendisinin yönetmesine olanak sağlayın.

* **Kullanıcı yetkilerini devredin**

Kullanıcıların kendi yetkilerini belirli süreliğine farklı bir kullanıcıya devretmesine izin verin ve uygulama süreçlerin aksamasını önleyin.

* **Uygulamalarınızı kullanılan bölgelere göre yönetin**

Uygulamalarınızın kullanıldığı bölgelere özel kapsamlar belirleyerek arayüzlerinizi şekillendirin ve yetkilerinizi bu kapsama göre tanımlayarak yönetin.